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1.Introduction
Welcome to Criticism
This Privacy Policy governs the collection, use, and sharing of personal information by Criticism across all our digital platforms, including our website, mobile apps, and services. We are committed to protecting your privacy and ensuring that your personal information is handled with care.
Scope and Consent
By using our services, you consent to the practices described in this policy. This Privacy Policy applies to all users and all data collected through our platforms.
Our Commitment to Privacy
At Criticism, protecting your privacy is a priority. We adhere to strict privacy principles and comply with all applicable laws and regulations to safeguard your personal information.

2.Information Collection
Types of Information Collected
Personal Identification Information: This includes your name, email address, postal address, phone number, and payment details.
Non-Personal Information: This includes data such as your IP address, browser type, operating system, and usage data such as pages visited and time spent on our site.
Sensitive Information
We typically do not collect sensitive information such as health data, unless it is necessary and provided with your explicit consent.
Children’s Information
Our services are not intended for children under 13. We do not knowingly collect information from children under this age.

3.How We Collect Information
Methods of Collection
Directly from Users: You provide information when you create an account, update your profile, or communicate with us.
Automatically: We collect information automatically through cookies and similar technologies as you use our services.
From Third Parties: We may also receive information from social media platforms when you connect those accounts to Criticism.
Cookies and Tracking Technologies
Cookies help us enhance your experience by remembering your preferences and understanding how you interact with our services. You can manage your cookie preferences through your browser settings.

4.Use of Collected Information
Purpose of Data Usage
Service Provision: To create and manage your account and provide access to our services.
Personalization: To tailor content and recommendations based on your preferences.
Communication: To send you service-related updates, newsletters, and promotional offers.
Security and Fraud Prevention: To protect our platform and users from fraudulent activities.
Data Retention
We retain your information as long as necessary to fulfill the purposes outlined in this policy, unless a longer retention period is required by law.

5.Data Sharing and Disclosure
Circumstances Under Which Data Is Shared
With Service Providers: We share information with third parties who provide services on our behalf, such as hosting, payment processing, and customer support.
Legal Obligations: We may disclose your information to comply with legal obligations, protect our rights, or respond to lawful requests.
Business Transfers: In the event of a merger, acquisition, or sale, your information may be transferred as part of the business transaction.
Your Choices Regarding Data Sharing
You can manage your preferences for certain types of data sharing, particularly for marketing purposes, through your account settings.

6.International Data Transfers
Handling of Cross-Border Transfers
Your information may be transferred to, and processed in, countries outside of your own. We ensure that appropriate safeguards are in place to protect your data during these transfers.
Data Protection Agreements
We have agreements with our service providers to ensure they comply with data protection standards, even when handling your data internationally.
Your Rights Regarding International Transfers
You have the right to inquire about and receive information on the safeguards used for transferring your data internationally.

7.Data Security Measures
Security Practices and Protocols
We implement a range of security measures to protect your data, including encryption, access controls, and regular security audits.
Encryption and Secure Servers
All sensitive information is encrypted during transmission and stored securely on our servers.
Incident Response
In the event of a data breach, we have protocols in place to notify affected users and take immediate corrective action.
User Responsibilities
We encourage you to use strong, unique passwords and be vigilant against phishing attempts to further protect your account.

8.User Rights
Your Rights Regarding Personal Information
You have the right to:
Access: Request a copy of your personal information.
Correction: Ask us to correct any inaccurate information.
Deletion: Request the deletion of your data, subject to legal exceptions.
Portability: Request your data in a structured, commonly used format.
Objection: Object to certain processing activities, such as direct marketing.
How to Exercise Your Rights
You can exercise these rights through your account settings or by contacting us directly. We aim to respond to all requests within 30 days.

9.Use of Cookies and Tracking Technologies
Cookie Policy
Cookies and similar technologies are used to enhance your experience by storing preferences and providing personalized content.
Types of Cookies Used
Essential Cookies: Necessary for the operation of our services.
Performance Cookies: Help us understand how our services are being used.
Functionality Cookies: Remember your preferences and settings.
Managing Cookies
You can control cookies through your browser settings, where you can accept or refuse cookies.

10. Third-Party Services
Interactions With External Platforms
We may integrate with third-party services like social media platforms, payment processors, and analytics providers.
Third-Party Privacy Practices
These third parties may collect information directly from you or about you, and they operate under their own privacy policies.
External Links
Our platform may contain links to other websites. We are not responsible for the privacy practices of these sites and encourage you to review their privacy policies.

11.Privacy Policy Updates
Amendment Procedures
We may update this Privacy Policy periodically. Significant changes will be communicated through notices on our platform, emails, or other direct communication channels.
User Notification
When we make changes, we will notify you by updating the date at the top of this policy and, where required, by providing additional notice.
Continued Use
Your continued use of our services after any changes to this Privacy Policy constitutes your acceptance of the updated terms.

12.Contact Information
Getting In Touch
If you have any questions or concerns about this Privacy Policy or your personal information, please contact us:
· Email: admin@criticism.com
· Postal Address: 1 Ropemaker St, London EC2V 9HT, UK
Data Protection Officer
For specific inquiries regarding data protection, you can contact our Data Protection Officer at dpo@criticism.com.

